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Abstract

After 11 September 2001, we should rise to meet safety challenges and take 
advantage of emerging opportunity. National attention is focused on the substantial 
threat posed by international terrorists to the homeland, law enforcement officials 
must also contend with an ongoing threat posed by domestic terrorists based and 
operating. Most importantly, we should recognize that the ability to assemble, 
analyze and disseminate information both internally and with other intelligence and 
law enforcement agencies is essential to our success in the war on terrorism. The 
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cyber-threat to us is serious and continues to expand rapidly the number of actors 
with both the ability and the desire to utilize computers for illegal and harmful 
purposes rises. We should be working to aggregate the technological and 
investigative expertise necessary to meet the challenges that lie ahead and to better 
enhancement the national security and defense of our country. 
Keywords: Counterterrorism, national security strategy, information superiority, 

digital defense, effects-based operation. 
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